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Change Management implementation plan 


The Change Management section entails the Requirements to assure that Changes to Vendor Services, the underlying network and support infrastructure are planned for and are introduced in a controlled fashion. It is critical that all Changes which will impact DIR and any Customer are documented and optimized. “Changes” are defined as corrections, enhancements, modifications, additions and replacements. 

Configuration changes allow Customers to meet their needs as their network continues to grow.  Customer’s individual remote and remote port configurations are stored in the Hughes databases.

Some changes, such as adding a new service location, are totally transparent to users and can be made at any time by the operators.  Other changes, such as changing the protocol supported on a gateway can interrupt the traffic of all users on the gateway.  These changes are normally made during a mini-window or Maintenance Window after scheduling the event with the affected Customer(s).

There are changes, such as adding new components to network infrastructure that can cause all remote sites to reset and download new code.  These changes are scheduled with the Customer(s) well in advance and are implemented during the monthly Maintenance Window.

All changes require Hughes’ Change Control Board (CCB) review and approval. CCB meets twice a week. 

Changes that affect traffic require approval from Hughes Operations management and appropriate Hughes engineering representatives (inroute usage, IP Gateway resets, sizing changes, etc.) are classified as 7-day Window Requests.  These are scheduled after receipt of the request, if and only if the changes will not impact other National NOC operational traffic, i.e., the requested changes only impact the requester’s network.

Changes that affect more than 5% of a Customer’s remote sites or more than one Customer are classified as 10-Day Maintenance Windows Requests.  This includes, but is not limited to IPGW resets, software changes, new releases, etc.

Configuration changes are requested through the Customer Gateway.  The user can select the Configuration Change option under the Remote Case Management option, identify the site the change is to be performed on, and then describe the requested change.

All configuration changes should be submitted at least 24 hours prior to the requested time and date of the change.  The National NOC Manager schedules all changes.

Once a site is operational on the National NOC and a change is requested and implemented, a site fee is levied by the Program Manager, in accordance with contract provisions and is billed with the National NOC services invoice.


The Vendor shall provide in its Response to DIR a Change Management Implementation Plan which shall include but not be limited to: 

Contact information for a Change/Release Manager(s) who will at a minimum: 

1. Attend all relevant Change Management related meetings including weekly conference calls

The Hughes Program Manager is responsible for the Texas DIR program. 
1. Voice and document concerns of potential negative impact of proposed changes

This is the responsibility of the Hughes Solution Consultant Engineer assigned to the Texas DIR program. 
1. Make recommendations for implementation, further analysis, or deferment

This is the responsibility of the Hughes Network Engineer assigned to the Texas DIR program. 
1. Be available for consultation should an emergency Request for Change (RFC) be requested

Emergency change requests are submitted when it is determined that an event has or could possibly cause an interruption of service.  These change requests are subject to the standard change control process as implemented for an emergency situation.  This typically means that the duration of the review and approval process (but not the process itself) is abbreviated to meet the needs of the situation. The Program Manager will be notified via email with an emergency request for change.

Non-emergency change requests are received during the normal monthly cycle for maintenance window activities.  The Program Manager and Network Engineer will lead these planning and testing activities.

1. Key personnel contact information which includes at a minimum, the following role definitions: 
1. Customer Relationship Manager
Sam Amato
Senior Account Executive
512-258-4901

Sam is responsible for managing the relationship between Hughes and Texas DIR. Provides the first point of contact for information regarding new requirements for Texas DIR and the DIR Customers.

1. Technical Sales Support
Paul Rabenhorst 
 Solution Consultant Director
301-428-2950

Paul is responsible for technical sales support, including mapping Hughes products and services to meet specific Texas DIR requirements.

1. Program Manager
John Kinnaman
Program Manager
301-601-7220

John is responsible for the execution of the Texas contract and overall management of the Texas DIR program.

1. Billing Manager
Bryan Gustafson
Senior Director, Business Processing
301-428-5973

 Bryan is the manager of the Hughes support organization that supports billing, invoicing, and ongoing contract administration support.

1. Contract Administrator
Phil O’Brien
Vice President
301-601-6463

Phil is responsible for all contractual and legal matters in the relationship between Hughes and Texas DIR.

1. Other key personnel
Michael Gorsuch
Vice President
301-428-1641

Michael leads the program management team responsible for managing government programs at Hughes. One of the Program Managers reporting to Michael will be assigned as the day‑to‑day Program Manager for Texas DIR. The role and responsibilities of the Program Manager are described in more detail in Subsection 4.7. Michael will hold regular program reviews with the Hughes Program Manager assigned to Texas DIR to ensure that the program and performance objectives are being met.


Process and procedures for managing, tracking, and reporting issues, and risks (that impact DIR) to: 

1. Software
Some software changes are totally transparent to users and can be made at any time by the operators.  Other changes, such as changing the protocol supported on a gateway can interrupt the traffic of all users on the gateway.  These changes are normally made during a mini-window or Maintenance Window after scheduling the event with the affected Customer(s).

There are software changes, such as upgrading to new software release levels, that can cause all remote sites to reset and download new code.  These changes are scheduled with the Customer(s) well in advance and are implemented during the monthly Maintenance Window.

All changes require Hughes’ CCB review and approval.

Changes that affect traffic require approval from Hughes Operations management and appropriate Hughes engineering representatives are classified as 7-day Window Requests.  These are scheduled after receipt of the request, if, and only if, the changes will not impact other National NOC operational traffic, i.e., the requested changes only impact the requester’s network.

Changes that affect more than 5% of a Customer’s remote sites or more than one Customer are classified as 10-Day Maintenance Windows Requests.  This includes, but is not limited to IPGW resets, software changes, new releases, etc.

1. Hardware
Some hardware changes, such as adding a new service location, are totally transparent to users and can be made at any time by the operators.  Other changes, such as adding new gateway hardware in the NOC can interrupt the traffic of all users on the gateway.  These changes are normally made during a mini-window or Maintenance Window after scheduling the event with the affected Customer(s).

All changes require Hughes’ CCB review and approval.

Changes that affect traffic require approval from Hughes Operations Management and appropriate Hughes Engineering representatives (inroute usage, IP Gateway resets, sizing changes, etc.) are classified as 7-day Window Requests.  These are scheduled after receipt of the request, if and only if the changes will not impact other National NOC operational traffic, i.e., the requested changes only impact the requester’s network.

Changes that affect more than 5% of a Customer’s remote sites or more than one Customer are classified as 10-Day Maintenance Windows Requests.  This includes, but is not limited to IPGW resets, software changes, new releases, etc.

1. Network infrastructure
Changes to the network infrastructure typically impact the traffic carrying capability of the entire network.  These changes are scheduled with the Customer(s) well in advance and are implemented during the monthly Maintenance Window.

All changes require Hughes’ CCB review and approval.

Changes that affect traffic require approval from Hughes Operations management and appropriate Hughes engineering representatives (inroute usage, IP Gateway resets, sizing changes, etc.) are classified as 7-day Window Requests.  These are scheduled after receipt of the request, if and only if the changes will not impact other National NOC operational traffic, i.e., the requested changes only impact the requester’s network.

Changes that affect more than 5% of a Customer’s remote sites or more than one Customer are classified as 10-Day Maintenance Windows Requests.  This includes, but is not limited to IPGW resets, software changes, new releases, etc.

1. Monitoring systems
Changes to the monitoring systems are typically transparent to users and can be made at any time by the operators.  However if the requested change is determined to have the potential to impact the traffic carrying capability of the network the change will be made during a mini-window or Maintenance Window after scheduling the event with the affected Customer(s).

All changes require Hughes’ CCB review and approval.

Changes that affect traffic require approval from Hughes Operations management and appropriate Hughes engineering representatives (inroute usage, IP Gateway resets, sizing changes, etc.) are classified as 7-day Window Requests.  These are scheduled after receipt of the request, if and only if the changes will not impact other National NOC operational traffic, i.e., the requested changes only impact the requester’s network.

Changes that affect more than 5% of a Customer’s remote sites or more than one Customer are classified as 10-Day Maintenance Windows Requests.  This includes, but is not limited to IPGW resets, software changes, new releases, etc.

1. Policies and business processes
Changes to the policies and business processes will be presented and reviewed by the Hughes Account Manager or the Hughes Program Manager.  Changes are reviewed as they occur during the Program Review.

1. Training
Changes to the training programs will be presented and reviewed by the Hughes Account Manager or the Hughes Program Manager.

1. Facilities
Changes to relevant facilities will be presented and reviewed by the Hughes Account Manager or the Hughes Program Manager.

1. Program documentation
Changes to the program documentation will be presented and reviewed by the Hughes Account Manager or the Hughes Program Manager.

The Vendor shall provide DIR with its change management windows for each category as listed below. Changes shall be scheduled during the least disruptive time to DIR and its Customers. 

Hughes performs prearranged inspections on the network infrastructure once a month.  The monthly inspection is conducted on the first Sunday of the month unless it precedes, or is followed by a holiday.  During these standard service windows, Hughes performs a variety of tasks ranging from troubleshooting, replacing hardware, or upgrading software.  Outages may occur for a few minutes at a time, depending on the task performed. Emergency situations that could result in an outage are scheduled at any time.  The Customer is notified in advance when possible.

The Maintenance Inspection Window schedule is posted on the Customer Gateway. 

Emergency maintenance windows are maintenance windows that are not prescheduled.  The emergency maintenance windows are conducted to effect repairs.  The Customer is notified prior to the emergency maintenance window.

The National NOC is provided a maintenance window each month in which to perform system maintenance.  These maintenance windows are conducted according to the published schedule, a copy of which is found on the Customer Gateway. In addition, the following rules/standards are followed:

39 to 45 days prior to any scheduled software upgrade or new release of software, the assigned Network Engineer works with the Customer(s) to allow them to test the features of the software upgrade.
All maintenance to the RFT antennas, power upgrades, or calibration is performed during a maintenance window.  If it is not possible to schedule this work during a maintenance window, it is scheduled at a date and time to have minimum impact on the Customers belonging to the affected network group.  (This is referred to as a mini-window.)
Change requests, other than Configuration Change Requests (CCRs) are submitted to the Program Manager via a Change Request form.
Due to the nature of Configuration Change Requests, they are typically not subject to maintenance window standards.  
Configuration changes in the National NOC are treated as changes and proceed according to standard maintenance window/change procedures and guidelines.
For Managed Services notifications regarding activities taking place during the maintenance window are sent to the email address recorded in the Customer’s information file at Hughes.  In addition, a ticket is posted on the Customer Gateway when a notification is sent.  Amplifying information may be available via the Web site.
When the maintenance window is completed (closed), a notification is sent and the ticket posted on the Customer Gateway.

Customer(s) will be advised of the following:

At least ten days in advance of a maintenance window.
Prior to the start and at the completion of the maintenance window.
Ten days in advance of a “mini-release.”
Thirty days in advance of a “general release.”

The Vendor shall provide DIR with any standard change freeze windows. 

The monthly inspection is conducted on the first Sunday of the month unless it precedes, or is followed by a holiday.  During these standard service windows, Hughes performs a variety of tasks ranging from troubleshooting, replacing hardware, or upgrading software.  Outages may occur for a few minutes at a time, depending on the task performed.

If there is an unplanned outage that significantly adversely impacts DIR or DIR customers, Hughes will provide DIR with an AAR.

The Vendor shall adequately assess changes from both a business and a technical view-point with a clear understanding of the business needs of DIR and its Customers.

Hughes understands and will comply with this requirement. With Managed Services, thirty to forty-five days prior to any scheduled change, the Network Engineer will work with the DIR and its Customers to allow them to test the features and compatibility of the change.  

Changes will be reviewed by a DIR Change Management Board (CMB). The CMB will have the authority, in its sole and absolute discretion, to authorize the Change, postpone the Change, or deny the Change entirely depending on the information provided and the readiness of all parties associated with the Change. DIR reserves the right to request a delay to or deny any RFC. Some reasons for deferring a Change are, but are not limited to: 

Risk is too high
Based on direction from DIR, Hughes will postpone or not implement the change if DIR determines that the risk is too high.

Change does not make business sense
Based on direction from DIR, Hughes will postpone or not implement the change if DIR determines that the change does not make business sense. 

Resources are not available (router, cable, bandwidth, etc.)
Based on direction from DIR, Hughes will postpone or not implement the change if DIR determines that resources are not available.

Not enough information to support the Change
Based on direction from DIR, Hughes will postpone or not implement the change if DIR determines that there is not enough information to support the Change.

Scheduling conflicts
Based on direction from DIR, Hughes will postpone or not implement the change if DIR determines that there are scheduling conflicts. 


DIR understands that in some cases, emergency Changes will need to be made without proper notice to DIR prior to the Change. In those instances, the Vendor shall provide DIR with an AAR (even if the change was successful). In addition, the Vendor shall provide a follow up RFC and document the Change in the Change/Release Management Report. 
Hughes will provide DIR with an AAR for emergency changes (even if the change was successful). In addition, Hughes will provide a follow-up RFC and document the Change in the Change/Release Management Report.
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